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Stephen Few

13 mistakes you’re no longer allowed to make

. Exceeding the boundaries of a single screen
. Supplying inadequate context for the data
. Displaying excessive detail or precision
. Choosing a deficient measure
. Choosing inappropriate display media
. Introducing meaningless variety
. Using poorly designed display media
. Encoding quantitative data inaccurately
. Arranging the data poorly
10 Highlighting important data ineffectively or not at all
11. Cluttering the display with useless decoration
12. Misusing or overusing color
13. Designing an unattractive visual display
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http://www.perceptualedge.com/blog/
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Edward Tufte

“Data can be beautiful,
data should be beautiful”
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This is an example of the above sparkline with a normal range embedded in text.
This shows the scaling in relation to text ©~ " .- XYZ (12 months)

Lines of text below the sparkline showing that the sparkline does not affect

the leading of the text in any way.
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For the sizzle ...

HOW ABOUT
"TOMORROW WILL BE
THE SAME AS TODAY,
AND NEXT YEAR WILL
BE ALL FLYING CARS

AND WHATNOT.”

I NEED YOU TO PUT
TOGETHER A FIVE —
YEAR TECHNOLOGY
PLAN FOR OUR CEO.

WORD

ITUP IlL ADD A
AND PUT  PIE CHART

A BOW FOR THE

ON IT. SIZZLE.

SURE.

Dilbert.com DilbertCartoonist@gmail.com

10°1711 ©2011 Scott Adams, INC. Dut. by Usiversal Uckek
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Excel ...
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http://peltiertech.com/VWordPress/excel-chart-types/
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choose your chart wisely

Chart Suggestions—A Thought-Starter
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© 2006 A. Abela — avabela@gmail.com

http://www.flickr.com/photos/amit-agarwal/3196386402/
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Taking the leap...

41+
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q:‘ .J l" ' ‘n l.] = .b» for a fact-based world view




Analyzing ‘Networks’
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Davix | gltail

ruby | real time | logs
http://www.fudgie.org/
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http://dataviz.com.au/blog/Visualizing VOIP attacks.html
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Davix | afterglow

Apr24 152837

[Awismses |

credit: David Bernal Michelena
http://www.honeynet.org/challenges/
2010 5 log mysteries
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(extra)

perl | chart director

Top SSH Brute Force Attackers
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http://www.secviz.org/content/top-ssh-brute-force-
attackers
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Google Charts API

http://code.google.com/apis/chart/

i :
£ _ i ?

http://search.cpan.org/dist/URI-GoogleChart/
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jquery libraries

http://jquery.com/

http://omnipotent.net/jquery.sparkline/
http://www.|jgplot.com/
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SECURING YOURSELF FROM
A WORLD OF HACKERS:

How to avoid the most common and dangerous passwords

Infographs

In a recent survey conducted by ZoneAlarm, 79% of consumers were found to use risky password construction
practices, such as using personal information and common words. Here are examples of these in order from
the number one most commonly used password of all time.

HOW LONG ARE YOUR PASSWORDS?

Below shows the most common length of passwords created

THE TOP 20 PASSWORDS OF ALL TIME

Nicole

123456

4% 12 characters
e l% 12345 12 | paniel
13 characters The most common length of passwords created

is 6 letters. This falls shoet of the recommended
length for best password protection

123456789 13 [ babygirl

_ oW~

Password 14 | monkey

iloveyou 15| Jessica

Cating NASA gusdelines, it is recommended that all
passwords be at least eght characters, and contain
a mix of four defferent types of characters

o on

princess 16 | Lovely

rockyou michael

UPPER CASE LETTERS
lower case letters
20* 1234567890 (numerats

19% 8 characters
7 characters !@#s%’\&*.;" (special characters

56 789IO||.2.3

811234567 18 | Ashley

12345678 654321

10| abc123 20 | Qwerty

4%

Estimated percentage of

29"

Proportion of top 20

16*

Overall percentage of

consumers who use most commondy used consemers who create
some variant of the word passwords that are passwords using 2
“password " first mames. person’s first name

courtesy of ZoneAlarm (by Checkpoint)
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THE REACH OF THE BREACH:

L g

Infographs [ 1

In our digital age, we like to believe our data s safe and secure on today’s advanced devices.
Unfortunately, this i only a comforting ilusion to those targeted by hackers and scam artists. Both
consumers and companies are at a high risk of fraud and data breach, and the biggest breaches of all

time have resulted in billions of dollars of lost capital

DIGITAL SECURITY REMAINS
A MAJOR THREAT TO CONSUMERS
T

g I Total Reported Fraud % Conducted Digitally

725,000 gpered 643,195

In 2010, the FTC reports
that there were over
725,000 cases of reported
fraud. This is up 12.7%
since 2008. 2010 p— sc%

2008 e—

2009 IS 721,41

725,087

The median amount  Despite increased awareness of online security
$ 594 fraud costindividual  threats, the majority of fraud is still committed via
SOSINEE digital contact.

HOW VICTIMS ARE CONTACTED:

CJOJOJOIC)

4 19% 14% o 10%
E-MAIL PHONE OTHEI 'WEBSITES MAII

IDENTITY THEFT STAYS ON TOP

19% Identity Theft

The most common fraud

40% Other

5% Prizes, Sweepstakes,

FrT— committed is identity theft,
Catalog Sales

3% Foreign Money Offers
and Counterfeit Check Scams 2% Credit Cards

accounting for nearly 20%

of all reported 2010 cases.

3% Telephone and.
&3 Mobile Services

BIGGESTIDATAE

Consumer fraud is a big problem,
but the biggest security thrats
typically target companies.

WHIAT IS BEING DOME?

Cybercrime perpetrators are not without pursuit. The Secret Service works to find and prosecute these.

$7 BILLION
1,200 SUSPECTS

@i

more than 1,200 suspects for over $500 millon infrud oss $7 billon in sckitionsl losses

http://www.rasmussen.edu/images/blogs/ 1314798 | 34-top-security-breaches.jpg
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Social media security risks:

The elephant in the room

I n fo g ra p h S ESocial media is big and growil‘::r:ively

grovang = 41% 1 groving at 85%1

year over year ﬂyearoveryear

Yet most organizations haven't

addressed the security risks

63% sgree that employee use of social
media puts their organizations” security at risk,
but only

29% say they have the necessary security
controls in place

What should
IT professionals do?

+ Sec an Acce‘auble Use Policy
‘AUP). monitor use, and plan
or resource needs

+ Reduce security risk with
threat

«time on

WA BtIenIe.cOM

http://www.websense.com/assets/pdf/SocialMediaResearch_Infographic_ WVS.pdf
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Infographs

3|

Data Breaches (incidents each month)* &
m = 1incident
*Personal information beyond name or e-mail address,

such as Social Security, financial or medical data, was exposed. 0
Simple username or e-mail breaches are not included.

8|

Methods Used
to Get Data

Unknown
@® Virus
@ Mail interception
@ E-mail interception or leak
@ Web search W0

@ Trash recovery of digital
device or paper record

@ Lost digital device or
paper record, opened

Fraud or scam

@ Theft of digital device
or paper record

@ Hacking of database

gl

“
(=}
B 1] ] )

Largest Breaches of All Time (records compromised, date reported)

TRW CardSystems ~ US.Dept.of  TIXCompanies, HM Revenue T-Mabile Heartland RockYou

90 million Solutions  Veterans Affairs Inc. andCustoms 17 million  PaymentSystems 32 million Corpotauon Corporauon
June1, 40 million 27 million 94 million 25 million Oct. 6, 130 million Dec. 14, 77 million 25 million
1984 June 19,2005  May 22,2006 Jan. 17,2007  Nov.20,2007 2008 Jan. 20,2009 2009 April 26,2011 May2, 2011

! In July data about some 35 million users on Cyworld and Nate (South Korcan sites) were swiped, but the types of data are still being verified,
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your favorite VM platform

Winerabilitios by Severity Lovel Vulnerabilities by Severity Level
. 5
: 4
e 3
s . ey -,
15 i )
» B ) 9
' | H—F | —
4 B v s
. - - - M Vet e
e 0 25 50 75 100

compared to what ?
last year? last month!?
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GRC : Sponsored by Crayola ™
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The dark side has []

DNS Infrastructure of the Money Mule Recruitment Ecosystem

ISPSYSTEM-AS (Belgium)
Timellet (China) 13.33%

18.33%

EUROACCESS (ML)
18.33%

VolumeDrive (U.S)
18.33%

KEYWEB-AS (Germany)
1.67%

] Great Lakes Comnet (U.S)
PoadPunner (U.S) 15.00%
15.00%

http://ddanchev.blogspot.com
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In other words ...

DE

HEHWEE® -

TimeNet VolumeDrive EuroAccess RoadRunner Great Lakes ISPSYSTEM-AS KEYWEB
Comnet AS
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Or if you really want pie ...

NL

US
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Dashboarding 101

Prime

real-estate




wremes@gmail.com
http://www.twitter.com/wimremes
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